#

# Personal Data Breach Report Form for the Diocese of PORTSMOUTH (the "Diocese")

Part 1

To be completed by the person identifying the breach

1. Who was first made aware of the incident?
2. Date reported to the diocesan data compliance officer
3. Date of Breach?
4. How the breach was identified?
5. Please give a description of the breach and the nature of the breach?

*Use extra pages if required*

1. How many people were affected?
2. Please give a description of the data affected
3. What are the potential remedial actions that can be taken to remedy the breach?

**Part 2**

To be completed by the Diocesan Data Protection Officer with assistance of the data compliance officer and the Identifier.

1. Is the Incident a 'near miss'? If so why?
2. Does the incident constitute a Personal Data Breach under the GDPR?
3. What remedial action has been taken?
4. Is it necessary to notify the Information Commissioner's Office? If yes what date was this done?
5. Is it necessary to notify individuals Data Subjects of the breach? If no, why not? If yes what date was this done?
6. Date reported to the Diocese's Insurers?

Signed: ………………………….. Date…………………………..

*Note: Brief details for each report should be added to the Diocese's Personal Data Breach Register held with on the Data Management System.*